**Организационно-правовое обеспечение Информационной Безопасности.**

# **Лекция 1. Информация – как объект правового регулирования.**

1. Понятие и виды информации
2. Информация категории ограниченного доступа

Статья 2 ФЗ «Об информации…» дает определение информации.

Информация – это сведения (сообщения, данные) независимо от формы их представления.

Существует классификация информации по разным критериям.

1. Виды информации по содержанию
   1. Правовая
   2. Научно-техническая
   3. Политическая
   4. Финансово-экономическая
   5. Статистическая
   6. Стандарты и регламенты
   7. Социальная
   8. Здравоохранение
   9. ЧС
   10. ПД
   11. Кадастры
   12. Лесное, имущественное и другое
2. Информационные ресурсы по способу доступа
   1. Общедоступная информация
   2. Информация ограниченного доступа
      1. Государственная тайна
      2. Коммерческая тайна
      3. Персональные данные
3. Информационные ресурсы по виду носителя
   1. На бумаге
   2. В памяти компьютера
   3. Канал связи
4. Информационные ресурсы по способу формирования и распространения
   1. Стационарные
   2. Передвижные
5. Информационные ресурсы по способу организации хранения и использования
   1. Традиционные формы
   2. Автоматизированные формы (интернет, банк данных)
6. Информация по форме собственности
   1. Общероссийское национальное достояние
   2. Государственная собственность
   3. Частная собственность
   4. Etc.

В соответствии с частью 3 ФЗ «Об информации…». В зависимости от порядка распространения и предоставления. Информация делится на 4 вида:

1. Свободно распространяемая информация
2. Информация, распространение которой в Российской Федерации ограничивается или запрещается
3. Информация, предоставляемая по соглашению лиц
4. Информация, которая в соответствии с федеральными законами подлежит предоставлению или распространению

Статья 7 ФЗ «Об информации…» содержит определение и правовую регламентацию общедоступной информации.

Часть 3 статьи 7. Обладатель информации, ставшей общедоступной по её решению, в праве требовать от лиц, распространяющих такую информацию, указывать себя в качестве источника такой информации.

Статья 9 ФЗ «Об информации…» регламентирует ограничение доступа к информации.

Информация ограниченного доступа

1. Государственная тайна (статья 5 закона РФ «О государственной тайне»)
2. Коммерческая тайна (ФЗ «О коммерческой тайне»)
3. Персональные данные (ФЗ «О персональных данных»)
4. Врачебная тайна (статьи 13, 92 ФЗ 2011 года «Об основах охраны здоровья граждан в российской федерации», статья 9 закона РФ «О психиатрической помощи…»)
5. Тайна следствия (статья 61 УПК РФ)
6. Тайна судопроизводства (статья 194 ГПК РФ, статья 20 АПК, статьи 298, 341 УПК РФ)
7. Налоговая тайна (статьи 102, 313 налогового кодекса РФ)
8. Банковская тайна (статья 26 ФЗ «О банках и банковской деятельности»)
9. Аудиторская тайна (статья 9 ФЗ «Об аудиторской деятельности»)
10. Тайна усыновления (статья 139 семейного кодекса РФ)
11. Адвокатская тайна, тайна страхования, тайна связи, тайна завещания …

**Тема:** Информация ограниченного доступа.

Выбрать любой вид тайны. Правовое регулирование и судебная практика.

**Правовой режим информации и защита информации.**

Правовой режим информации – это объектный режим, позволяющий обеспечить комплексность воздействия посредством совокупности регулятивных, охранительных, процессуальных средств, характеризующих особое сочетание дозволений, запретов и обязываний.

Различают общие, специальные и смешанные режимы.

Все меры защиты информации делятся на 3 вида:

1. Правовые
2. Организационные
3. Техническое

Правовое обеспечение защиты информации – совокупность нормативно-правовых актов, которые регламентируют вопросы обеспечения защиты информации, организацию и функционирование защиты информации.

С правовой регламентацией информационной безопасности связаны следующие отрасли права:

1. Конституционная
2. Уголовная
3. Гражданская
4. Административная
5. Предпринимательская
6. Финансовая

К общедоступной информации согласно статье 7 149-ФЗ к общедоступной информации относятся общеизвестные сведения и другая информация, доступ к которой не ограничен.

Статья 8 149-ФЗ предусматривает ситуации, когда доступ к информации не может быть ограничен. К такой информации относятся:

1. Нормативно-правовые акты, затрагивающие права, свободы и обязанности личности
2. О состоянии окружающей среды
3. Информация о деятельности государственных органов и органов местного самоуправления, в том числе об использовании бюджетных средств (кроме государственная тайна)
4. Информация из открытых фондов, библиотек, музеев, а также в государственных и иных системах, созданных для обеспечения граждан информацией.

В случае, если в результате неправомерного отказа в доступе к информации, несвоевременного предоставления, предоставления не достоверной информации, были причинены убытки, то такие убытки подлежат возмещению.

Статья 9 содержит основание и порядок, ограничения доступа к информации.

**Конституционные гарантии прав на информацию и механизм их реализации**

В России реализация права на получение достоверной информации является одной из мер по предупреждению коррупции. Такие гарантии являются основой антикоррупционного контроля за деятельностью органов власти и их служащих со стороны населения. Для реализации конституционных прав на информацию необходимы следующие гарантии:

1. Общие (едины для всех)
2. Специальные юридические:
   1. Выполнение государственными органами юридической обязанности по обеспечению реализации конституционного права на информацию
   2. Создание необходимых условий для реализации права на информацию
   3. Наблюдение и контроль за реализацией права
   4. Охрана прав и свобод граждан
   5. Применение санкций
3. Механизмы реализации
   1. Свобода СМИ
   2. Распространение информации в соответствии с законом
   3. Защита прав интеллектуальной собственности
   4. Развитие информационных технологий
   5. Создание государственных информационных систем
   6. Организация привлечения к уголовной, административной, гражданско-правовой ответственности в информационной сфере

Проблемы при реализации:

1. Высокий процент подзаконного регулирования, что подрывает реализацию прав граждан на информацию (перечень сведений государственной тайны определяется подзаконным актом)
2. Пробелы законодательного характера (мало норм, ограничивающих произвол государственных органов в указанной сфере)

Проблемы организационного характера, которые снижают эффективность реализации прав граждан. Часть вины лежит на самих гражданах, которые не используют средства защиты своих прав. ФЗ-149, предусматривает возможность не обосновывать необходимость получения запрашиваемой информации о деятельности государственных органов и органов местного самоуправления, доступ к которой не ограничен.

**Доктрина информационной безопасности РФ**

Утверждена указом президента 5 декабря 2016 года.

Информационная сфера – это совокупность информации объектов информатизации, информационных систем, сайтов в сети интернет, сетей связи, информационных технологий, субъектов, совокупность механизмов регулирования этих общественных отношений.

Угроза информационной безопасности РФ – это совокупность действий и факторов, создающих опасность нанесения ущерба национальным интересам в информационной сфере.

Информационная безопасность РФ – это состояние защищенности личности и государства от внутренней и внешней информационной угроз, при котором обеспечиваются реализация конституционных прав личности, достойный уровень жизни граждан, суверенитет, территориальная целостность, устойчивое социально-экономическое положение России, оборона и безопасность.

Основные информационные угрозы:

1. Наращивание рядом зарубежных стран возможностей информационно-технического воздействия на информационную инфраструктуру в военных целях
2. Усиление деятельности организаций осуществляющих техническую разведку
3. Используется для достижения террористических, экстремистских, криминальных целей
4. Увеличиваются масштабы использования специальными службами иностранных государств средств информационно-психологического воздействия направленного на подрыв суверенитета других государств
5. Террористические экстремистские группировки используют механизм информационного воздействия на индивидуальное и общественное сознание для разжигания этнической или религиозной вражды
6. Возрастают масштабы компьютерной преступности, прежде всего в финансовой сфере, в том числе касающиеся обработки ПД с использованием информационных технологий

Доктрина закрепляет стратегические цели и основные направления обеспечения информационной безопасности (раздел 4).

Раздел 5 доктрины закрепляет организационные основы обеспечения информационной безопасности и принципы деятельности государственных органов по обеспечению информационной безопасности.